
Reduce the likelihood of successful social engineering attacks
80%** of attacks can be defeated using technical controls

Keep People and Security Controls Updated

Cyber criminals use both indiscriminate trawling and targeted 
line phishing tactics to land their catch – don’t get caught

  Regularly update employees
about the latest phishing attacks and 
dangers.  Maintain procedures for 
what to do if the worst happens.  

of security breaches are as a result of mistakes by users by way of social engineering attacks
Don’t throw open your doors

                    Implement a robust 
information security management 
system (ISMS) to provide an end-to-end 
view, guidance and oversight.  

                     Let VOSO be your guide 
to improved employee awareness 
and up-to-date technical defences. 

* National Cyber Security Centre (NCSC)   www.ncsc.gov.uk/report/weekly-threat-report-7th-february-2020
** 80% reference  www.ico.org.uk/action-weve-taken/data-security-incident-trends/

What can you do to stay safe in a digital world
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Keep your people and your organisation safe with vosoTM the virtual online security officer from
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